Video Web Server

MPEG-4 vIDEO WEB SERVER

User’s Manual

Please read instructions thoroughly before operation and retain it for future reference. 733_V0.94



Thank-You Note Before You Get Start

First of all, we would like to express our gratitude to you for purchasing this product.
This product is designed to meet your personal needs with our great industry-designing
ability and our everlasting perseverance to the quality of all our products.

This manual will introduce to you how to install this apparatus. Please keep it well for
your future reference.

Now, we would like to invite you to personally experience all of the powerful functions
this product offers.

Firmware:
BootLoader: 0.1.0.0
Kernel: 0.1.2.0
HtmlFile: 0.1.1.6
Mpeg4: 0.1.0.4

Application: 0.1.2.0



IMPORTANT SAFEGUARD

RISK OF ELECTRIC SHOCK
DO NO OPEN

§

CAUTION:
To reduce the risk of electric shock, do not expose this apparatus to rain or moisture.

Only operate this apparatus from the type of power source indicated on the label. Failure to do so
may cause injury or death by electric shock and invalidates the warranty.

The lightning flash with arrowhead symbol, within an equilateral
triangle, is intended to alert the user to the presence of uninsulated
“dangerous voltage” within the product’s enclosure that may be of
sufficient magnitude to constitute a risk of electric shock to persons.

This exclamation point within an equilateral triangle is intended to
alert the user to the presence of important operating and
maintenance (servicing) instructions in the literature accompanying
the appliance.

CE Mark

This apparatus is manufactured to comply with the radio interference
requirements of EN55022, CISPR 22, and AS/NZS CISPR 22.
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PARTS AND FEATURES
1.1 FEATURES

1)  Support MPEG4 compression format for real-time video stream

2)  Compression format (MPEG4 / JPEG) is selectable for different network bandwidth
and applications

3)  Support video / audio recording
4)  Support alarm / motion trigger recording
5)  Adjustable motion detect sensitivity

6) Whenever alarm system triggered, video streaming or pictures will be uploaded
over FTP,
email as an instant notification.

7)  Support 3G & GPRS system for remote surveillance with mobile phone
Support TCP/IP, PPPoE, DDNS and DHCP for network connection
Support DDNS and function as a router

Support NTSC system / PAL system / AUTO detect video input signals
Support video access by APs (software) or HTML pages (IE explorer)
Full event record list for easy search and quick playback

Support schedule recording

Support multiple user access levels with security protection

Support multiple on-line users (up to 10 users)

Support watermark function

Support de-blocking and de-interlace function

Support watch dog function for automatic network reconnection.

ANR will reactivate recording function automatically when network is reconnected
20) Easy to upgrade firmware

1.2 PACKAGE CONTENTS
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Video Web Server IBEDNE R
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Video Web Server Manual & Quick Start

Licensed Software AP Crossover LAN cable

NOTE :

Please check the package contents to make sure that all accessories are included.
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SPECIFICATION

SPECIFICATION 733

Audio Input 1 channel audio input
Alarm Input 2 inputs / 1 output
Watch dog Yes

RS-485 Port Yes

Network Interface Ethernet (10/100 Base-T)
Image Compression MPEG4 / JPEG

Video Adjustment

Brightness, Contrast, Saturation and Hue

Network Connection

Support TCP/IP, PPPoE, DDNS and DHCP for network connection

Protocols TCP/IP, ICMP, SMTP, FTP, HTTP, DHCP, DDNS, PPPoE, SNTP
Resolution 704x480, 352x240 (NTSC) / 704x576, 352x288 (PAL)
Performance Video through put : Up to 30(NTSC), 25(PAL) frames/ second

Motion Trigger Recording

Yes

Motion Detection

3 adjustable factors

Triggered by GPIO Input, Action: E-mail video/images or

Trigger & Action video/images upload to FTP site's specific accounts
Watermark Yes
De-blocking Yes
De-interlace Yes

Security Password protection
Power Source DC 12V
Current consumption 500 mA

O Design and specification are subject to change without notice.
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AUDIO IN \HDEO IN ALARM I/ DC 12V

1)  LAN:
Connect Video Web Server to the Internet or LAN with cable or connect
directly to PC with standard pass through cable.
2) VIDEO INPUT (1 channel):
Connect to video source, such as camera or DVR video output.
3) AUDIO INPUT (1 channel):
Connect to audio source, such as camera audio output.
4) ALARM I/O (optional for advanced applications):
Connect control devices, such as PTZ, DVR and external alarm signal input.
5) POWER:
Plug in the supplied power adaptor (12V / 500mA).
6) RESET (at the bottom of Video Web Server):
Press this button to default setting.

Reset




1)

2)
3)
4)

Audio In| ‘ | RS- 485

INSTALLATION AND CONNECTION
2.1 PHYSICAL CONNECTION

Connection Structure:

Connect video and audio outputs of camera or DVR with the video and audio
inputs of Video Web Server.

Connect PC with Video Web Server for IP setting.
Connect Video Web Server with ADSL or CABLE MODEM.
Connect PC with Internet and remote control Video Web Server.

_CAMERA{ INTRANET |§ INTERNET

Video In
Virtual IP Real IP

1DZ 00 W, W M KK, O MM

Gat@\Way

PC

Fire Wall



O Connection Application:

Camera & PTZ & V8

Web Server

DVR / Multiplexer / Quad
-
¥ Remote Control Via Internet

Camera & PTZ & V8

Video output -
products «

Web Server

Video output .
products .

VY Apply DVR / Multiplexer / Quad with Video Server in IP Surveillance

Monitor
Camera & PTZ & V8 DVR/

Web Server

Multiplexer / Quad
—— - b
S Logms——
. Iph
Video output « : Cellphane
products * .

2.2 SOFTWARE INSTALLATION

1) Put the attached CD into a CD-ROM and it will start to install application
program into PC.

2) Click “ & “ twice.
3) Click “Finish” button to complete the setup.

And users will see the icon “sresrszz “ on the desktop.

Note:

After physical connection, please go to the next two sections for IP address settings.



STATIC IP SETTING

3.1 PC IP SETTING

Network setting for PC. (This following instruction is based on Win XP O/S. If the
O/S is Win 2000, the setup procedure is similar to that on Win XP O/S.)

Steps:
Start > Control Panel > Network and Internet Connections > Network

Connections - Local Area Connection Status - Properties = Internet Protocol
(TCP/IP).

< Local Area Connection Properties @gL

General | Authentication | Advanced

Connect using:

HE PRealtek RTLE139 Family PCl Fast Ethernet NIC

This connection uses the following iterns:

=1 Client for Microsoft Netwarks
BF“B and Printer Sharing for Microsoft Networks
HQDS Facket Scheduler

[ == Internet Protacal (TCRF) |

’ Install... ] ’ Uninstall ] I Properties l

Description
Allows your computer to access resources on a Microsoft network.

[ Showicon in notification area when connected

’ Ok ] ’ Cancel ]

O Before changing this properties setting, please write down the original network
setting in order to recover the original setting after “Section 3.2 VIDEO WEB
SERVER SETTING”.

U Click on “Use the following IP address” , set IP address and subnet mask.
The IP address should be like 192.168.1.XXX.
The setting of “XXX” could be set from 1 to 254 except 10 ( Because
192.168.1.10 is the video web server default IP ); the subnet mask is always

255.255.255.0.
(@) Use the following IP address:
IP address: 192 168 . 1 . 1
Subnet mask: 265 . 2585 . 285 . O

Default gateway:

(@) Use the following DNS server addresses:
Preferred DNS server.

Alternate DNS server:




3.2 VIDEO WEB SERVER SETTING

1) After PC IP SETTING, connect PC or Notebook with Video Web Server by
crossover LAN cable.

Note:
In some operation environments, users might need the standard CATS cable.

2) To configure the Server IP, please click HPEG Vi twice to enter the setup.
3) Key in User Name, Password, and Server IP (The default setting of User Name

and Password are admin; Server IP 192.168.1.10, Port : 80 ). Then click the
green button to connect.




4) When users see the following screen, means successfully logged in the
program of the Video Web Server. Click “System Config” to set up.
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5) In the Peripheral setting, set baud rate, ID and model which users want to

remote control later.
Press “APPLY” to enable the change after the setting.

a The setting of “Baud rate” , “ID” should be the same as the setting of the
external device users want to remote control.

Swstem Config

= Network, Peripheral
... DDH3E
Channel
Band Eate |24DD vl
ID: Model : -
B 001 [4CHDVR (FULL) x|
- Trigger
=) Informedion
i Log File
i Event Record List Turbo Step : |5 'I
EXIT I APPLY REBOOT




6) Click on the Network setting, set server IP, gateway, and net mask which are
provided from local ISP ( internet service provider ).
Press “APPLY” to enable the change after the setting

':%IPTP ServerIP: | 192 . 168 . 1 . 1D
- Mail

) General Gateway: | 192 . 168 . 1 . 65
... Peripheral
- heeount et Mask : | 255 . 255 . 255 . O
. File Path
. Schedule Becord MAC: [ 00:00:00:00:00:0e
S Tﬂgﬁf PPPOE

[=]- liformation .
- Log File Web Part : IEU UserI'Iame:l
i Event Recond List Steam Port© [on0D Pm.;.rd;l

IPTYPE: (* @StaticIP ¢ PFPOE (" DHCP

EXIT | APPLY | REBOOT |

7) Disconnect PC and Video Web Server, and then connect Video Web Server to
the Internet with RJ-45.

f MODEM




3.3 DVR REMOTE SETTING

Q Connect the DVR and monitor.

Q Inthe “Remote” setting, set the baud rate and ID that are the same as

“Peripheral” setting in the Video Web Server. And set remote mode to RS-485
(see example below).

14 CHDVR v
TIMER (REMOTE)
CAMERA REMOTE MODE : RS-485
RECORD > BAUD RATE : 2400
ALARM ID : 001
DWELL
B REMOTE
SYSTEM
EVENT
4/9/16 CHDMR
(MENU)
SEARCH (SYSTEM)
TIMER :
Eiﬁ‘éﬁ,ﬂ’ == | REMOTE MODE : RS-485
» SYSTEM BAUD RATE : 2400
EVENT REMOTE ID : 001
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3.4 CONNECT DVR TO VIDEO WEB SERVER

1) After the DVR remote setting, users have to connect video web server and DVR
with the pins. The communication between web server and DVR is by RS-485

ALARM
HORMAL MORMAL
GHD INFUTT  com OPEN

©

\%@@ O~
o @ ©f s

2) PIN 1, 6: RS485-A, RS485-B
Use RS485-A & RS485-B serial communication signals to control digital units
just like that to control DVR.

PIN 4, 9: ALARM INPUT
Use PIN 4,,9 to receive the alarm input and then trigger Video Server to send
mail to users for auto e-mail warning system.

PIN 5: GND
Ground

PIN 2, 3: NORMAL OPEN, NORMAL COM
Use PIN 2 or 3 to trigger external device to act.

Please see the example picture below for 1CH/4CH DVR.
It’s recommended to solder these joints

F>455-A FZ485-B




3.5 CONNECT ALL DEVICE

ADSL modem
(WAN end)

3.6 CONNECT TO PC VIA INTERNET

1) Change PC network setting to the original setting and link PC to the internet.
( Since in “Section 3.1 PC IP SETTING”, the PC IP setting has been changed,
now it must recover to the original setting for connecting to internet ).

2) Click Tiriri= twice and enter “User Name”, “Password”, “Static IP”, and “Port”

i Weh Server

which users set in “Section 3.2 VIDEO WEB SERVER SETTING”. Then click the

green button to connect.
(Note : The default username and password are both “admin”)

USER NAME
AND
PASSWORD OF
VIDEO WEB
SERVER

> | Static IP address

Q Please refer to “OPERATION GUIDE” for remote operation guide.
12



DYNAMIC IP SETTING
4.1 DDNS APPLY

Go to a website which provide free DDNS services.
For example, “http://www.dyndns.org”. Create an account in DynDNS.

1) Click on “Account”, then users could see the following page.

st Explter B =17lx
BRE BED WAD BHREW IE0 HBO E
wE-EH .5 . D H d| Qe mrxesr Pxe 3B 58 H

HRED) [&) htp thvvew dymidns orglaceouny x| pisE ‘é%’ﬁ ?| @ Snaglt |2

& DynDNS =] i
Lost Fasamord? - Sign Up How
About Semvices ‘ f Account q]’}..] } Support Mewrs

N ——

My Account

Account Login

Create Account

Login rAccount Login

Lost Pasgword?

User Password I Login |

Lost Password? | Sign Up MNow

Copyright @ 1999-2005 Dynamic Netmak Sendces Inc - Privacy Palicy - table lsze Policy - Trademark Hotices

2) Click on “Create Account”, then users could see the following page.
Register the information and then click on “Create Account”.

& DynDNS togn|

Lost Pasamord? - Sign Up How

About Senvices Account Support Mews
My Account
Create Account
CCreate Account )
Login Please complete the farm below to create your account. You will receive an e-rail containing instructions to activate your account. If you
T R aemas do not follow these directions within 48 hours, you will need to recreate your account

It is strangly recommended that you visit this page secureby, You are not currently visiting this page securely.

fAcceptahle Use Policy \

Policy Last Modified: May G, 2005 il

1. ACENOULEDGMENT AWD ACCEPTANCE OF TEEMS OF SERVICE

A1]l services provided by Dynamic Network Services, Inc. [("DynDHNI™)

are provided to yvou (the "Mewxber™) under the Terms and Conditions

set forth in this Acceptable Use Policy [("AUP") and any other

operating rules and policies set forth by DynDHN3. The AUP comprises ﬂ

| have read and agree to the Acceptable Use Policy abave: [~

Username

Username I

Your usernarne will be used to login to your account and make changes

E-mail Address

E-mail Address Confirrn E-mail Address:

The e-mail address you enter must be valid. Instructions to activate your account will be sent to the e-mail address provided. You must
keep this address current. Any accounts with invalid e-mail addresses are subject to removal without warning. ¥We do not sell our list to
anyone. Read mare about our privacy policy.

Password

Passward Confirm Passward

KThE password you enter will be used to access your account. It must be more than 5 characters and cannot be your username j

Create Account  |)

5

13



3)

6)

After created account, users will receive an confirmation e-mail within a few
minutes. To complete registration, please follow the directions that users will

receive. Users must complete these steps within 48 hours to complete the
registration. If users do not the confirmation e-mail within an hour or so,
request a “password reset” (http://www.dyndns.org/account/resetpass/)

_Enter Username and Password to login.

== x|

BEER #EE BA0 #EEW TAD H

CEE-2 - Q@ A Qur azmeE Ore @ D-aE-3

D) [] hgit dynins oref =] Bz |we ”‘ Ssmet
@ Dyn D Ns G'! Pass_l LngiED —

Lost Pasanord? - Sign Up Now
Mews

Ahout Senices Account

Suppart

Create Host Name.
Login — “Account” — “My Service” —
DNS Host” — Enter and choose the hostname — Click on “Add Host”.

ﬁx@ AREEE R0 HENEEQW TRM  SBEE

— =1 x|
CEE-2-QE 3 Qe mrase O 3| B-SE-H
#AED) Ie:l ‘hitps:Awewrwe damd ns.orgfaccomntierviceshoststadd himl j HE |’§§7§ 22 ﬁSnﬂgIt =

=
Logged In User: YourHostName
hiv Services - Settings- Log Out

&) DynDNS

About Semices ( Account ) Support Mews
Iy Account =
— — Add Host Services
( My Services )

Account Upgrades <
Dynamic DNS

28 Add Dynarnic DMNSHost
MailHop Outbound c i

Recursive DMNE

Ciniin DNIC L W =

= New Dynamic DNSSM Host

My Zones
Aad ZongiBedices Hosthame: [YourHostName |dyndns org |

My Hosts T
Dynamic DNS Enahle Wildcard: 17 5
Static DNS P =
\WebHop Mail Exchanger (optional):
myVehHop
Network Manitoring

“Add Host Services” — “Add Dynamic

( Add Host I, Reset Form

Account Settings

Eilling

Copyright @ 1999-2005 Bynami

DDNS Host Name Created.

BRE RHE w0 RRSEW TAD AW

_(#(x]
B - - D E 4 Que GymsE Ose 3B 5 8- 2
D) [&] hitpsihuw dymdns orgfacoountiserviveshostsilymdns/add hml x| onE |:§%‘5 ? & Snaglt !

@ DynDNS

=
Logged In User: YourHostName

Aceount Upgrades
hailHop Outhound
Recursive DMS
LA
My Zones
Add Zone Services
My Hosts
Add Host Senvices
Dynamic DNS
Static DNS
WebHop
hivwebHop
Metwork Monitoring

Account Settings

Biilliry

bly Semvices - Settings - Log Out
About Senices Account Suppaort e
My Account Lvnamic DS Home
Hostname Created
My Services

The hostname you have reguested has been created. The infarmation now in the database and DNS systern is:

Hostname: YourHostName.dyndns.org
IP Address: 211.75.84.96
Wildcard: T
Mail Exchanger: Noke
Backup MX: il

Copyright @ 1999-2005 Dynamic Netwoi Senices, Ine. - Privacy P

alicy - Use Policy - Trademan Notices
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4.2 PC IP SETTING

Network setting for PC. (This following instruction is based on Win XP O/S.
If the O/S is Win 2000, the setup procedure is similar to that on Win XP O/S.)

Steps:
Start > Control Panel > Network and Internet Connections = Network

Connections - Local Area Connection Status - Properties = Internet Protocol
(TCP/IP).

< Local Area Connection Properties @gL

General | Authentication | Advanced

Connect using:

HE PRealtek RTLE139 Family PCl Fast Ethernet NIC

This connection uses the following iterns:

=1 Client for Microsoft Netwarks
BF“B and Printer Sharing for Microsoft Networks
HQDS Facket Scheduler

[ == Internet Protacal (TCRF) |

’ Install... ] ’ Uninstall ] I Properties l

Description
Allows your computer to access resources on a Microsoft network.

[ Showicon in notification area when connected

’ Ok ] ’ Cancel ]

O Before changing this properties setting, please write down the original network
setting in order to recover the original setting after “Section 3.2 VIDEO WEB
SERVER SETTING”.

U Click on “Use the following IP address” , set IP address and subnet mask.
The IP address should be like 192.168.1.XXX.
The setting of “XXX” could be set from 1 to 254 except 10 ( Because
192.168.1.10 is the video web server default IP ); the subnet mask is always
255.255.255.0.

(@) Use the following IP address:

IP address: 192 .168 . 1 . 1

Subnet mask: 256 . 255 . 255 . D

Default gateway:

(@) Use the following DNS server addresses:
Preferred DNS server.

Alternate DNS server:

15



4.3 VIDEO WEB SERVER SETTING

1) After PC IP SETTING, connect PC or Notebook with Video Web Server by
crossover LAN cable.

Note:
In some operation environments, users might need the standard CATS cable.

2) To configure the Server IP, please click HPEG Vi twice to enter the setup.
3) Key in User Name, Password, and Server IP (The default setting of User Name

and Password are admin; Server IP 192.168.1.10, Port : 80 ). Then click the
green button to connect.

16



4) When users see the following screen, means successfully logged in the
program of the Video Web Server. Click “System Config” to set up.

B8 Vipeo Wep SErver P10

1
2005/05/30 09:01:56 |ﬁ|ﬂ‘(§US‘EETEM CONFIG]
FR:19.20 fos DR800 kbps _‘,I;: 2 |

1 2OOGB

3 w %
s )x

J > - '.;‘ A ,.S ¥
! . ‘ g-— '.
%ﬁmera 03 I \ Camera04

5) In the Peripheral setting, set baud rate, ID and model which users want to
remote control later.
Press “APPLY” to enable the change after the setting.

a The setting of “Baud rate” , “ID” should be the same as the setting of the
external device users want to remote control.

=l Metwark Peripheral

DD
Chamnnel
Bavd Rate : 2400 -

ID: Madel : =

- Schedule Record ool [4CHDVR (FULL) =]

- Trigger

=8 In.fnnnatmn
Log File
... Event Fecord List Tasfio o - m
EXIT | APPLY REBOOT

17



PPPoOE:

Click on Network setting, choose “PPPoE” and key in Username/Password of
PPPoE for connecting to internet. Press “APPLY” to enable the change after the
setting.

senver [ I 19z . leg 1 . 10
ratesans I 192 . 18 . 1 . 65
Wet kask I 255 0 255 5% .0

Schedule Recond MAC: [ 00.00:00:00:00:0e

s Tﬂ%ﬁf FFFCE
=3 DIT;; Fj]]; Web Port ISD Tser Mame Icaﬂ-.grim

i Ewent Becond List Strean Port:  [onon Pazmpropd ;| Fkkdobrsd

IPTVFE: (* StaticIP (¢ PPROE (* DHCE

EXIT | APPLY | REBOOT |

DHCP:
Click on Network setting, choose “DHCP”. Press “APPLY” to enable the change
after the setting.

- DDN3
:ffTIfPTP SevverlP: [192 168 . 1 . 10
... Madl

o} General Crafedrasr I 192 . 1a8 . 1 . 65
. Peripheral
S T — NetMask: [ 255 355 . 255 . O
- Fils Path
....gchedihRemrd MAC: [ 00:00:00:00:00:0e
LD PPPOE

= ;...T;lz?ﬂz Web Port: [0 User Nems - [catherine
‘... Event Recond List Steam Port . [9000 Pasepnnd - | #rdttts

IFTYPE: ¢ StaticIP ¢ PEROE (¢ DHCEP

EXIT | aPPLY | REBOOT |

18



7) Click DDNS, and enable DDNS and key in information below (Type “DDNS
User Name” and “DDNS Password”. And type the “DDNS Hostname” into
“Domain”), then Press “APPLY” to confirm.

Note: Please refer to “DDNS APPLY”.

Byatern Config

- FIE DDNS: & Eusble { Disable
=]- eneral Taer Naime: |hustm1e

... oot Pazzward: | dhkk

Sehedule Becornd Domain: |hnshm1e.d3n1dns.org
- Trigger
- Information Systemn Name: [ dyss I
i Log File

i Event Recond List

DNS:|158-95- 1 .1

EXIT APPLY REBOOT

8) Disconnect PC and Video Web Server, and then connect Video Web Server to
the Internet with RJ-45.

MODEM

19



4.4 DVR REMOTE SETTING

1) Connect the DVR and monitor.

2) In the “Remote” setting, set the baud rate and ID that are the same as

“Peripheral” setting in the Video Web Server. And set remote mode to RS-485
(see example below).

1/4 CHDVR

MENU
(TIMER) (REMOTE)
CAMERA —p REMOTE MODE : RS-485
RECORD BAUD RATE : 2400
ALARM ID : 001
DWELL
» REMOTE
SYSTEM
EVENT
4/9/16 CHDMR
(MENU)
SEARCH (SYSTEM)
TIMER :
Eﬁﬁﬁﬁﬁ > REMOTE MODE : RS-485
» SYSTEM BAUD RATE : 2400
EVENT REMOTE ID : 001

20



4.5 CONNECT DVR TO VIDEO WEB SERVER

1) After the DVR remote setting, users have to connect video web server and DVR
with the pins. The communication between web server and DVR is by RS-485

ALARM
MORMAL MORMAL
GHO INFUTT1  com OPEN

?

\%@@ O @~
s @ ©f s

2) PIN 1, 6: RS485-A, RS485-B
Use RS485-A & RS485-B serial communication signals to control digital units
just like that to control DVR.

PIN 4, 9: ALARM INPUT
Use PIN 4,,9 to receive the alarm input and then trigger Video Server to send
mail to users for auto e-mail warning system.

PIN 5: GND
Ground

PIN 2, 3: NORMAL HIGH, NORMAL LOW
Use PIN 2 or 3 to trigger external device to act.

Please see the example picture below for 1CH/4CH DVR.
It’s recommended to solder these joints

F>455-A FZ485-B




4.6 CONNECT ALL DEVICES

ADSL modem
(WAN end) ==~

‘il
" POWER
© [J et3e

l o o e ]l

4.7 CONNECT PC VIA INTERNET

1)  Change PC network setting to the original setting and link PC to the internet.
( Since in “Section 4.2 PC IP SETTING”, the PC IP setting has been changed,
now it must recover to the original setting for internet connection ).

= twice and enter “Username”, “Password” and “Port” which users set
in “Section 4.3 VIDEO WEB SERVER SETTING”, and enter “DDNS Host Name”
which users have applied in “Section 4.1 DDNS APPLY” in the IP Address. Then
click the green button to connect.
(Note : The default username and password are both “admin”).

2)

USER NAME
AND
PASSWORD OF
VIDEO WEB

p |_SERVER

DDNS HOST

Q Please refer to “OPERATION GUIDE” for remote operation guide.
22



OPERATION GUIDE
9.1 SOFTWARE OPERATION

After physical connection and network setting of the video web server. Please
following the illustrations in this section for software operation.

e,

1) Click "irsn twice to enter Login page.

2) Key in “User Name”, “ Password”, and “Server IP” (Static IP) or “Host
name”(Dynamic IP). Click the green button to connect.

'

5= LOGIN 0.1.2.0

NOTE:
TCP: Suitable for stable network with
higher bandwidth.

UDP: Suitable for unstable network
with lower bandwidth.

3) LOGIN AP Icon Explanation:

' Address Book: Users could Upgrade Firmware: Users could

Le=d press this button to add press this button to get the
frequently-used IP address or provided firmware and then
choose any preset IP address press the “Upgrade” button.

to access the Video Server.

T@f Search: Search available IP Copy: Users could press this
4 oddress of the external button to copy all the software

device in local area. And installation files, so users could

modify the network settings of keep all the settings of video

the external device. web server for next software
installation on other PC.

Player: Users could press this ﬁ Login Setting: Users could
= button to access and play the press this button to set the

recorded files saved in the PC. transmission type (UDP or
TCP) and decode type

(MPEG4 or JPEG).
23



4) Introduction of Basic Operation:

Video Web Server Control Panel

a. Image transfer rate per second
Data transfer rate
Video only / Audio only / Both
Video and Audio

d. Connect / Disconnect

Image adjusting : Brightness /
Contrast / Saturation / Hue

f. Snapshot : press this button to
have a snapshot of the image
which will be saved in the
designated destination.

g. Record : press this button, the
video web server will start to
record, and recording files will
be saved to PC. Each
recording file can up to 18,000
frames, when the recording file
capacity is full, the new
recorded file will be saved to
the second file.

Besides, if the HDD space is
less than 200MB, the program
will stop recording.

h. System config: press this
button to enter the setting
page of the video web server.

i Number of online users

Digital Device Control Panel ~ DVR

(For example, 4 channel DVR)

j. CH1-4
k.  PIP/+, QUAD/-

= Vioco ea Senven _iplofofosh |

20058/05430 09 I:I1:EIE| M|/E‘é‘ l:"|ﬁ|ﬂ|<“§'|
FR:19.20fps DR:1600 kbps

& 2]
| J
4005—May-30 N 500GB

4 NP

‘%’»ﬁ‘*)

“Camera 62

[
=

T |

2] 3)4)

E e A
0060 0 e < H>

l. Zoom, Lock, Record (in DVR HD ), Search

m.
n. Menu / up / down / left / right
0. Enter

p. TURBO:

Stop, Rewind, Fast Forward , Pause, Slow, Play

To speed up menu selecting or the control of the PTZ camera under video web server,
users could activate "Turbo" function by clicking this button. Users are allowed to change

the turbo steps from 1 to 10.

Ex. If users activate the TURBO function, and set "3" for turbo step, then when users
press one of the button up/down/left/right, one mouse click will as if click 3 times.
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Digital Device Control Panel ~ PTZ

(For example, PTZ)

5]
¥

L1]2]3]4
lauof® ]2

6] 7] 8] a]10] 11]12]13]14]15]16]

(4] -] /A

<H»>
\WV/

&

j- Preset 1 ~ 16

AUTO

®| Zoom Tele
= Zoom Wide

o

+| Focus Near

=

—=| Focus Far

Max Zoom In

E Max Zoom Out

Menu / up / down / left / right
Enter

TURBO:

To speed up menu selecting or the control of the PTZ camera under video web server,
users could activate "Turbo" function by clicking this button. Users are allowed to change

the turbo steps from 1 to 10. .
Ex. If users activate the TURBO function, then when users press one of the button

up/down/left/right, one mouse click will function as if click 3 times.

v L
A

~

~®» 0T OS5 3

0 Hot Point : Users could control our own brand PTZ camera screen to a specific
point by using cursor.
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5.2 PLAYBACK OPERATION

Please find a recording file in the PC and double click on it to playback.

& Duration : 00days 00:00:12 1 X

(S| W0« <<| B> posol< < w>| W

m.

a. Snapshot a. b.c.d e f g h i j k@l
b. Stop
C. Pause
d. Fast Rewind (1X, 2X, 4X, 8X, 16X) = = —
e. Slow Rewind (1X, 1/2X, 1/4X, 1/8X, 1/16X) e
e | L] o
f. PLAY (1X) pogess| ]
g. Slow Playback (1X, 1/2X, 1/4X, 1/8X, 1/16X) P Deinteriace [ Deblnck
h. Fast Forward (1X, 2X, 4X, 8X, 16X) Recora Sy :User Record
i. OSD ( show / hide ) Resolution  :352x 240
Date :2005{11f15 15:57:00

j- Config. Setting (File path for snapshot, text color, progress co

interlace, De-block, Record Style, Size, Resolution, Date)
K. Open Previous File
l. Open Next File
m. Watermark:

Press ” |Md “ button to proof the authenticity of the backup video. If the recorded

video had been altered, the video image will turn to light red and the playback

will be paused.

Note:

When users pause the playback picture, users could press “d” button to go to the previous image, or

press “h” button to go to the next image.
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5.3 ADVANCED SETTING

= VipEo WEB SERVER IP: 61.66.138.53 == I=] [
2005(05/20 11 2752 | av| =2 O @i BT
FR:10.00 fos DR-1535 kbps o R

1) Press “System Config \ﬁ[ ” button to enter the “System Config” page.
2) In this “System Config” page, users could select the different functions to set up.
3) After setting, please press “APPLY” button to save the settings.

4) System setting includes:
Network, DDNS, SNTP, FTP, Mail, General, Peripheral, Account, File Path, Schedule
Record, Trigger, Information, Log File, Event Record List.

Network

1) Click on “Network”, and choose the
IP TYPE (Static IP, PPPoE, DHCP). B —

2) Static IP: Please refer to “Section Gawvay: [ 192 18 1 . &5
3.2 VIDEO WEB SERVER NetMok: | 35 . 355 35 . 0
SETTlNG” MAC: | DU:DD:PuPuP;EU:DU:De

3) PPPoE and DHCP: Please refer to Tlogh Webkort: [0 ectrane f T
“Section 4.3 VIDEO WEB SERVER BBl St IW i —
SETTING " IPTYPE: ' StaticIP ¢ PPPOE ¢ DHCP

EXIT | APPLY | REBOOT |

Server IP ; | 192 168, 1 . 10 Server IP | 192 188 . 1 .10
Cratesyan: I 192 0 1s8 . 1 . a5 Cratesyan I 192 . 1e . 1 . 65
. Dot Wetdfask: [ 455 955 . @55 . O Wetesk: [T355 55 . 255 . D
. File Path
Sehedule Record MAC: | 0000000000 ;O MAC : | 0000000000 ;O
- Trigger PPEOE— i FPPOE—
B I?folljaon‘:i;oﬁ]e WebPort: [B0 | eortie [obeie =8 I?fomt;oﬂr; WebFort: [B0 | | UserNeme: [ootherine |
‘... Event Record List Stream Port . [o000 Eazzyornd ;| sk ‘... Event Record List Stream Port:  [S000 Pazpword ; | #FEEkkies
IPTYPE: ¢ SwticlP ¢ PPPOE (¢ DHCP IPTYPE: ( SwticIP  PPPOE ¢ DHCP
EXIT | aPPLY | REBoOOT | EXIT | APPLY | REBOOT |
* . % . . . .
Web Port: DVR port. Stream Port: Transmitting video and audio.
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DDNS ==
1)

DDNS is a service for
transforming dynamic IP to
corresponding to a specific

“Hostname”.

Enable the DDNS function.
Key in the “DDNS username’
into “User Name”.

Key in the “DDNS password”
into “Password”.

Key in the “Hostname” into
“Domain”.

Choose the “DDNS System
Name”.

2)

)

DDNE: ¢ Engble " Disable

Ihosmame
|****
Ihosmame.dyndns.org

dymdns -

Tzer Name:
Paswword:

Dommadn:

Swstem Name:

DNS:|168-95- 1 .1

EXIT APPLY REBOOT

Note: DHCP and PPPoE network types need to apply DDNS service to get “Hostname”
to correspond to dynamic IP address. For detailed DDNS setting, please refer to

“Section 4.1 DDNS APPLY”.

SNTP ==

1) SNTP (Simple Network Time
Protocol)” is for time setting. So it

also concerns to “Schedule Record.

GMT (Greenwich Mean Time):
Once users choose the time zone,
the video web server will adjust the
local area time of system
automatically.

Server Name:

Users could simply use the
automatically SNTP server, or could
set up another SNTP server.

Sync Server Time:

The video web server will
synchronize the time in the video
web server and the network time.

2)

3)

GMT: |(GMT+DB:DD) Irkutsk, Tlann Battar LI
..... Peripheral
----- Accomnt
""" gﬂﬁeliiﬂ‘eR " ' Automatic
fe B eco
i... Trigger " Manual
= Information Server Name: |
----- Log File
----- Event Record List

EXT | appLY | REBOOT |

Note: This product does not have RTC, it need to get time on the Internet and use

software to calculate time.
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FTP o

1)

Note:

When alarm is triggered, the video
server will capture the instant
picture and upload the captured
image to the assigned FTP site.

To get alarm notification at FTP
site when there is a alarm trigger,
users must enable the function of
FTP notification in the “Trigger”
setting.

Mail ==

1)

Note:

2)

3)

4)

Note:

When alarm is triggered, the Video
Web Server will capture the instant
picture (10 JPEG pictures max) or |
MPEG-4 film (3 sec max), and e- |
mail it to the assigned recipients. ‘

To get alarm mail when there is a
motion trigger, users must enable
the function of e-mail notification in

Password : I AR
Pot |21

Berver |211.76.82.102

Directory : |featherine/alarm notification

EXIT APPLY REBOOT

Verify Password
SMTE & : |211.'?5.85.99
BV Verify: % Yes ( Mo

Hadl fram - Icaﬂ\erine @tech.com

Icamerme

Wi :
Modify alarm email add ress
ADDl DELE TEl EDI T—|| Pazsword I FhRAAA KK

Mail Aceount

catherine @-va com.tw

EXIT APPLY REBOOT

the “Trigger” setting.

Users could get information (SMTP
server) from their own e-mail system
supplier.

Users could add the email
addresses in “Modify alarm email
address” .

If the mail server require verify
password, please key in user name
and password.

Please key in the entire mail address in

the “Mail from” box to ensure mails will
not block by some SMTP server.
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General ==

1) Users could set “Video System”,
“Video Type”, “Resolution” and Ty
“‘Quality”. e
2) Video System: Video Sysem : [NTSC —
* NTSC Video Type : [MPEG4 =l
* PAL Resolution : | MPECH (CIF),JPECH(CIF),Field x |
*AUTO Quality : [Nommal =l
3) Video Type: Bl
:&PPEE% 4 EXIT APPLY | REBOOT |
4) Resolution:
* MPEG 4 (D1), JPEG (D1), Frame Note1 : D1 represents 704 x 480 (NTSC)
*MPEG4 (D1), JPEG (CIF), Frame CIF represents 352 x 240 (NTSC)

* MPEG 4 (CIF), JPEG (CIF), Frame
* MPEG 4 (CIF), JPEG (CIF), Field

5) Quality:
* Basic
* Normal
* High
* Best

6) De-blocking:
When users choose to activate the de-

blocking function, the appearance of
the images will better, but it will spend
more CPU resource.

Note2 : D1 represents 704 x 576 (PAL)
CIF represents 352 x 288 (PAL)

Peripheral ==

1) Users could set up all the peripheral
setting in this Windows. (Refer to

‘APPENDIX#1 & 2” for more " Chael
detailed instructions). [ BwdRae: [zin 7]
2)  Set up video input device. Users e 1P oot | Metets fec pvk GuLL) =l
could select the devices then set up ulﬁl;a“]fi‘iﬂe
“Baud Rate” and “ID No.” to control CRenReod Lt TutoShps [ 3]
the equipments via video web
server. EXIT | aPPLY | REBOOT

3) This video web server supports
different AP panel to control the
following peripherals: Camera, 1CH
DVR, 4CH DVR (Full), 4CH DVR
(Basic), 4CH DMR, 9 CH DMR, 16
CHDMR, 4 CHDQR, PTZ, 4 CH

MPEG 2 DVR.
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Account

1)

c de f

iXX45

Set up the user’s account ( Max 10

. &= Vipeo WEB SERVER

—

IF:192.168 1.10

accounts) , password, life time, and

authority level ( Max 10 accounts on |[z008m520 11:27:52 N QG =
line at the same time). FR:10.00 fas DR:1535 kbps X oA
User’s level:
SUPERVISOR — R
Control all the functions (“a”, “b”, “c”,
“d”, “e” and “f” ) Username | User level | Life time
HIGH _ admin SUPERVISOR INFINITY
Control only “a”, “b”, “c”, “d” and “e” d! — or
functions, but cannot control “f’ M Userfs) Is—1 0D @l Epi |
function. 1
NORMAL —
Control only “a”, “d”, and “e”
functions, but cannot control “b”, “c” EQT_| _aPPLY | REBOOT
and “f” functions. v
GUEST — i
Watch the image only. Can only use
the “a” function. Username | User level [ Life time

. . admin SUPERVIEOR INFINITY
Life time :
According to different authority level, S |
different accounts can stay online for MexUsr9: [5— [iDD] pevens| epir| Exir| oK |
different time period (1min, 5min, Uemame: [ Litme: [Ny ]
10min, 1hour, 1day, infinity). et

Exii | | apply | | REBOOT |

File Path w

1)

2)

Record Path:
Assign the route for recording file.

Snapshot Path:
Assign the route for snapshot

Tail Record Path :
Mod,'_fyl IC:\Documents and Bettingshcatherine leeMlesktop

File Path:

Scheduls Record Snapshot Path ©

i
m ag e. o Infomalggﬁo; Modify | IC:\Docu.ments and Bettingsicathering leeldeskiop
. LogFile
i Event Record List

EXIT APPLY REBOOT

31




Schedule Record

1) Users could preset timer

schedule for recording. s eEEmeT
2) Click on “Add” button, and add

time setting preference.

)

Note: Date: [2005 829 -] sl el s
The time of schedule record is Hour: fo7 <] Mimates o EXTi [ W | NG
depend on the time in the PC, not ~End
the time in the video web server. e :"5’ i j'wm- _

Trigger m

..... DDNS
- SNIP Asmm: % Emsble  ( Dissble
1 ) Alarm : ) E{Taljl Motion : v Emble " Dissbls
. . - Creneral . X
Enable or disable Email and FTP Perpher Dusfion: 3~ sec 7] Rois
notification function. e Fath it
i Scledile Record Method : [~ Home [ Email [ FTP

. |
2)  Motion : & Information _ Motion
... Log File Video Type : ~ JPEG Setup

Enable or disable Email and FTP - Bvent Record List Tl 7] Ses
notification function.
3) Duration : EXIT | APPLY REBOOT

Users could set the alarm or motion
duration time for 3 sec., 15 sec., 30

. . = Tri
sec., 1 min., or 30 min..
Alarm @ Enable (" Diwmble
4) Notify Methods : Motion: % Enable Disshle
R B ration igzer
Email or FTP or None. - Reshend pumons s sec X Rebeoh
5)  Video Type : el o
- KT Method : [~ Mone | Email [ FIP
Usgr_s cguld_se!ect which type (_3f Rl Vi Tme: - wpest [ o | | S
notification file is prefer to receive - BventRecord L We: z =] Ees
(MPEG4 or JPEG).
EXIT | APPLY REBOOT
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6)

7)

8)

Total:

When video type is MPEG4 ~
Uses could select the notification file
to be 1-3 seconds.

When video type is JPEG ~
Uses could select the notification file
to be 1-10 pictures.

Motion Setup:

@,

L X2

*

L)

Motion Area:

Users could set motion detection
areas here. Pink area means the
area which is not under detecting.

| N5 | LS
3 16 2

| 88 | SENSITIVITY

INurmaI j

Bl | o 1 IEIEIRiLE

Motion Sensitivity:

Users could set detection sensitivity
factors here (Manual) or by
choosing different level (Lower,
Low, Normal, High, Higher).

~ %
ol

. 4 ' . (-]
BEFTEEEYA €
TR

APPLY

EXIT

NS:
Motion detection sensitivity (using motion estimation algorithm).
The smaller the value is, the more sensitive the detection will become.

LS:

It checks the pixel difference of frame to frame within one macro block.
If the number of pixel, exceeding “PT”, is bigger than “DT”, the macro
block is regarded as motion block.

The smaller the value is, the more sensitive the detection will become.

SS:

If the number of motion macro block is bigger than “SS”, the macro
block is regarded as motion block.

The smaller the value is, the more sensitive the detection will become.

SENSITIVITY:
Users could choose different sensitivity levels of motion detection, or
choose manual to set the value of sensitivity factors.

Trigger Refresh :

Clean the alarm message “g& "
which is shown on the screen.

A (Red)

A (Blue)
After alarm duration, the red
alarm message will turn to blue.

& (Red)
Means alarm is happening. Means motion is happening.
_‘.I‘.: (Blue)
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Information ==

1) Users could get all the online
users’ information here (Name,
IP Address, Authority Level,
Media Type).

2) Media Type:

. . . Info
Omline vser information :

Name | IP Address Lewvel Media Type

almin 192.1681.1.. SUPERVIZOR MPEG4/ATDIO
admin 192.168.143 SUPERVIROR MPEG4/ATUDIO

show the information including i,

video type (JPEG / MPEG4) and Bt Recor Lt

medium type (Audio / Video /

Audio and Video) EXIT APPLY REBOOT

Log File w=

1) Users could get all the information
of |Og file. SNTP

TIME | RES0] «| I SYSTEM

L FTP
g D um mmons Dol s
G el 3 USER 0050501005 apMml M USER
e 4 USER 2005-05-201005.  ADMINL
e 5 USER 2005-05-20 1005, ADMIN LC
~File P f  USER 2005-05-20 10405 ADMIN LC
- Behedule Record 7 USER 2005-05-2009:38.. ADMINL
- Trigeer 8 USER 2005-05-200933.  ADMINL.
[=]- Infi o n TIHTT ANAC AC A0 0.0 THTAT T
.. Event Record List
Serverlog | Eme | MAY LOG LIST
| [200
EXIT | APPLY | REBOOT
-
Event Record List w
, . .
1) It's a database, which precisely
lists all alarm triggered events, '
; i . FTF NO. [1P dddess | Time [Frome _«
with IP address of Video Web Ml 192166153 20050627 163624 183
. . 5 Genersl 192168153 20050627 16:4404 169
Server, alarm triggered time, and £ Peripheral 192166.152 20050627 165521 446

192.168.1.53 2005.06 27 17:06:45 429

number of frames. s
| | 3

2) Users could directly play, delete,

Path :
or Clear a” alarm recording [CAALARM_MP4_050627T163623 vst —lslj; 4|§1:m:1
events with ease. | |

3) Click on the “Refresh” button to ExT | APPLY | REBOOT |

1}
1
2
3 102.168.1.53 20050627 17.04:04 427
4
5
[l

update the record list.

4) All the alarm triggered files will be
listed systematically for easily
search.
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APPENDIX #1

APPENDIX #1 - DVR CONTROL

1)  Connect the Sub-D plug of Video Web Server with DVR products.

1CH/4ACH DUR

ALARM  NORMAL NORMAL
GND 'NP}‘J“ CoM OPEN 9 1
o\ T~ - — RS232-TX
S X ! e GND
©— R5232-RX
@ ( 3) ( 2) ( 1 ) mosees - RS485-B
O VIDEQ LOSS
/ RS4S5-A
O SWITCH QuT
ALARM ‘ L’
INPUT2 @ 6 RS485-B O DISK FULL
O ERROR OUT
O] ALAREM RESET
o REC START
O ALARM INPUT
O EXTERMNAL ALARM NC
(e EXTERMAL ALARM COM
15 O— EXTERMAL ALARM NO
e )

ALARM
INF'UT1 NORMAL NORMAL

GND com OPEN

40“/90"/160" DMR

13
25 ‘o EXTERNAL ALARM NO

(e EXTERNAL ALARM COM
= RSA85-A

% RS485-B
= RS232-TX

L ——y RE232-RX
Q‘n—_

0@@@@Aw

ALARM INPUT 9
ALARM INPUT 10
ALARM INPUT 11

ALARM ‘

ALARM INPUT 12

(e ALARM INPUT 13
o ALARM INPLUT 14

O ALARM INPUT 15
o ALARM INPUT 16

o mm— ALARM INPUT 1

o ALARM INPUT 2
ALARM INPUT 3
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(:).—
O — ALARM INFUT 4
O— ALARM INPUT S
e ALARM INFUT &
Oy ALARM INFPUT 7
O ALARM INPUT 2
‘4—«-*:)__ ND
3 - G
~2 1
e S




2) Set the “Remote” function in the DVR products.

NOTE :
Remote mode : RS-485, Baud rate : selectable, ID : same as “Peripheral
Control” in the Video Web Server.

A.1/4CHDVR

(MENU)
TIMER
CAMERA (REMOTE)
RECORD P REMOTE MODE:RS-485
ALARM ﬂﬂ|:> BAUD RATE:selectable
DWELL ID:020
P REMOTE

SYSTEM
EVENT

B.4/9/16 CH DMR

(MENU)
SEARCH (SYSTEM)
TIMER :
gi&ggi ﬂ”:> B REMOTE MODE:RS-485
B SYSTEM BAUD RATE:selectable
Al REMOTE ID:021

3) Set the “Peripheral Control” in the system config of Video Web Server.

Ayetem Confix
Chanmnel

Band Eate : |24UU vl
- Aceoumt
- File Path ID: Madel : -
Ee B [oot [4CH DVR (FULL) =l

(=) Information
o Log File
o Event Record List Turbo Step : |5 -I

EXIT | APPLY REBOOT
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APPENDIX #2
APPENDIX #2 - PTZ CONTROL

1) Connect the Sub-D plug of Video Web Server with our own brand PTZ products.

eloJeYeJo) RS-485-A

4 B A
f. __“'-"."r .
! T
f LY
v
— J

2) Set the “Peripheral Control” in the system config of Video Web Server.

Eystern Config

Peripheral

Chanmnel
Baud Rate Ig,_mg 'I
- File Path 1D - I Model : -
- Bchedule Record oot IPTZ _I
- Trigger
= Information
- Log File
i Event Fecord List Turbo Step : |5 .I

EXIT | APPLY REBOOT

NOTE:
Set the ID as the PTZ ID value. The default value is “0”.
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APPENDIX #3
APPENDIX #3 - IE BROWSER

O Users could go access Video Web Server through the web page. Just type the IP
address of video web server into the URL address box and press Enter.
Then users will see the following pages. Key in user name and password,
and then press “Submit” button to log in.

IP Survillance Hew Generation

= Usemame  |admin

5 Password

e

ARE BBE BRO HHEEW TAD HEO E
FEE - - @ Q| Qs s Pre 3 B-SE-E
L) |&) hitp:#192.168.110/ome him

B2 \ideo Web Server

FR:18.36 s DR:1953 khps Mepgd : UDP &Y Type ( AV Online : 2 2005/05/20 08:38:52

. -ﬁoo_s."'av-!io [MON] 08

oo
|o5] |08 |07 ||og
[10][11][12

T T mrEEs




